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Please reply to: 
FOI Administrator 

Trust Management 
Maidstone Hospital 

Hermitage Lane 
Maidstone  

Kent  
ME16 9QQ 

Email: mtw-tr.foiadmin@nhs.net 
01 October 2018 
 
Freedom of Information Act 2000 
 
I am writing in response to your request for information made under the 
Freedom of Information Act 2000 in relation to Digital maturity assessments. 
 
You asked: 
Please provide all of results of the Digital Maturity Assessment (hereafter 
DMA) for your trust, which you should be able to access through the DMA 
portal. Each measure is represented as a score out of 100. Where possible, 
please also include the figures for the last (2016) digital maturity assessment. 
This will include, but may not be not limited to: 
• The overall digital “readiness” of the trust 
• The overall digital “capability” of the trust 
• The overall digital “infrastructure” of the trust 
• Records, Assessment, & Plans 
• Orders & results management 
• Transfer of care 
• Medicines Optimisation 
• Decision Support 
• Remote & Assistive Care  
• Asset & Resource Optmisation  
• Business & Clinical Intelligence 
• Standards 
• Enabling Infrastructure 
 
Trust response: 
This is an NHSE assessment. A summary can be found online using the 
following link:  
https://www.nhs.uk/service-search/performance-
indicators/organisations/digital-maturity?ResultsViewId=1167  
 
Further detailed information has been withheld and is exempt from disclosure 
under section 31(1)(a) of the Freedom of Information Act.  The relevant parts 
of the ICO guidance on the subject (https://ico.org.uk/media/for-
organisations/documents/1207/law-enforcement-foi-section-31.pdf) run as 
follows:  

https://www.nhs.uk/service-search/performance-indicators/organisations/digital-maturity?ResultsViewId=1167
https://www.nhs.uk/service-search/performance-indicators/organisations/digital-maturity?ResultsViewId=1167


31.—(1) Information is exempt if its disclosure under this Act would, or would 
be likely to, prejudice - (a) the prevention or detection of crime.  It could be 
used to withhold information that would make anyone, including the public 
authority itself, more vulnerable to crime for example, by disclosing its own 
security procedures.  It is the view of this trust’s Information security function 
that disclosure of the information above would prejudice our ability to resist 
cyber-attacks, etc. on our systems. 
 


