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Ref: FOI/CAD/ID 3889 

Please reply to: 
FOI Administrator 

Trust Management 
Maidstone Hospital 

Hermitage Lane 
Maidstone  

Kent  
ME16 9QQ 

Email: mtw-tr.foiadmin@nhs.net 
06 July 2017 
 
Freedom of Information Act 2000 
 
I am writing in response to your request for information made under the 
Freedom of Information Act 2000 in relation to IT contracts and infrastructure.  
 
Please send me information with regard to the following: 

1. Number of employees 
2. URL Filtering vendor 
3. URL Filtering annual cost 
4. URL Filtering expiry date 
5. Firewall vendor 
6. Firewall annual cost 
7. Firewall expiry date 
8. Sandboxing vendor 
9. Sandboxing annual cost 
10. Sandboxing expiry date 
11. Guest WiFi vendor  
12. Guest WiFi annual cost 
13. Guest WiFi expiry date  
14. Number of Egress Points 
15. VPN Vendor 
16. Number of IT Security Breaches in past 12 months 
17. Are you using Office 365? 
18. Are you scanning SSL traffic? 
19. What are your MPLS costs per year? 
20. How many locations do you have connected to your MPLS Network? 
21. Who are the people responsible for Network Security? 
22. Which cloud Platform or platforms as a Service (PAAS) are you using / 

looking to use? (AWS, Azure, Google) 
23. Who is your Head of Security or Chief Information Security Officer?  
24. Who is your Chief Information Officer or Chief Technology Officer?  
25. Who is your Senior Cloud Architect?  
26. What VPN / RAS solution do you use?  
27. How much is your VPN / RAS solution renewal cost? 
28. When is your VPN / RAS solution due to be renewed? 

 



1. Number of employees 
2. Z-Scaler via BT contractual vehicle 
3. The discrete IT service for which this FOI request applies is part of a 

contract shared with other organisations. It is not possible to 
disaggregate specific costs from this block contract 

4. September 20th 2017 
5. Secdata via BT contractual vehicle 
6. The discrete IT service for which this FOI request applies is part of a 

contract shared with other organisations. It is not possible to 
disaggregate specific costs from this block contract 

7. 30/03/2018 
8. MTW does not currently use a sandboxing solution 
9. MTW does not currently use a sandboxing solution 
10. MTW does not currently use a sandboxing solution 
11. Block 
12. £81,552.00 a year for Trust WIFI (figure excludes VAT – as 

recoverable) 
13. 3 year deal 2020 
14. 4 – all firewalled 
15. VPN Vendor – Cisco 
16. Corruption or inability to recover electronic data – 1, Lost or stolen 

hardware – 3, Unloaded to website in error - 1No 
17. No 
18. This is currently under review 
19. MTW do not currently use an MPLS Network 
20. Not applicable, MTW do not currently use an MPLS Network 
21. BT 
22. Azure 
23.  Donna-Marie Jarrett, director of Health Informatics 
24. Donna-Marie Jarrett, director of Health Informatics  
25. The Trust does not have a Cloud Architect 
26. Cisco AnyConnect 
27. The information requested is exempt from disclosure under the 

Freedom of Information Act 2000 Section 43 as its disclosure would, or 
would be likely to, prejudice the commercial interests of any person 
(including the public authority holding it).  

28. 31 March 2018 
 


